Basic Policy for Anti-money Laundering and Countering the Financing for Terrorism

JAPAN REMIT FINANCE CO., LTD. and its group companies (the JRF Group or We)
are committed to contribute to our society, responding to the requests of various
stakeholders as a component of society, based on the management philosophies of
"Corporate Code of Conduct," "Compliance with Laws and Regulations," and "Fulfilling
Social Responsibility."

In recent years, international regulations have been strengthened to prevent money
laundering and terrorist financing (hereinafter referred to as "money laundering and
terrorist financing"). The JRF Group has positioned this issue as one of its most
important management issues.

The JRF Group, including JAPAN REMIT FINANCE CO., LTD., has formulated the
Basic Policy for Anti-money Laundering and Countering the Financing for Terrorism
(this Basic Policy) as follows. The JRF Group will establish a posture based on the
Basic Policy and strive to continuously improve the posture to prevent the provision of
money laundering and terrorist financing.

1. Organizational establishment to combat money laundering and terrorism financing
We will strive to establish and maintain an appropriate organizational establishment to
prevent the use of our products and services for money laundering and terrorist
financing.

2. Management involvement

We believe that the measures to combat the financing of money laundering and terrorist
financing are an important part of our management strategy, and the management team
of the JRF Group will be proactive in addressing these issues.

3. Identification, Assessment and Reduction of Money Laundering and Terrorist
Financing Risk

Based on the "Risk-Based Approach," we will verify the risks of the products and
services we provide, the type of transaction, the countries/regions in which we conduct
transactions, and the attributes of our customers. We will identify the risks of money
laundering and terrorist financing, evaluate the impact of the identified risks on our
group, and take appropriate measures to reduce the risks based on the results.

4. Customer due diligence

We will strive to eliminate business relationships with improper customers, including
those subject to sanctioned persons and organization and anti-social force groups, by
implementing procedures such as identity verification in accordance with relevant laws
and regulations, and making decisions on whether or not to accept customers,
appropriately managing customers, and continuously managing customers.

5. Monitoring and reporting suspicious transactions

We also conduct appropriate transaction monitoring to detect suspicious transactions.
In the event that suspicious transactions are detected, the supervisory authorities
concerned shall be notified thereof.

6. Retention of documents, records, etc.

We will appropriately preserve documents and records relating to the money laundering
and terrorist financing measures in accordance with relevant laws and regulations.

7. Use of IT systems and data management

We will make efforts to utilize IT systems and manage data appropriately from the
viewpoint of improving the sophistication and efficiency of measures against the money
laundering and terrorist financing.

8. Continuous improvement

We will conduct periodic inspections, internal audits and external audits of our
preparations for the fight against the money laundering and terrorist financing in order
to continuously improve our preparations. In addition, we will strengthen our control



environment so that we will not be used for the money laundering and terrorist
financing into the future.

9. Training for management team and employees

We will strive to deepen our knowledge and understanding through training and other
means so that the management team and employees of the JRF Group, involved in
combating money laundering and terrorist financing, shall have expertise and sufficient
understandings in accordance with their roles.

Established March 4, 2022

IF*— - O—>F YU IRUTOERHSHIEDIZHDEFKS

KRSt v/ LIy NI 7AF 2 RARSWNCETIL—Tatt ORFIIL—)
(. [{ETEREG| . DEDFERAOEST] 5T [HENEEEESTD] =
EEEICB, 20— BRERE VTS EIFRRT—IOMNIILSY — FIEBER
) OEFBICIEZ DD, HEDiHE - REICEMUCTW CEZBEKRFRTHDEE
A THDOFET,

TE, YR— - O—>24AU> 0070885 (UT k0O - STO&ERMS]
EWVD, ) DBFLEICDWNTIE, ERRNREHRREDNEDS SN THDEITH. JRFIIL
—JICHNTH., W IEERE LOREEREDO—DEMEDITTHEDET,

BRESHZ v/ LY R IT7A4F 2R (81) #ET IRFIIL—TTIE. UATD
ERDITR— - O—2F YU I ROTOBERESHIEDOOEERSE (BEERS
) ZHIEWNZUET. BEARATICEDVCREAZRFET D EEBIC, HRiEMREE
BOWE(CED, YRO> - TOERHSOFIEICEDBATENDET,

1. YO - SOE&HSMHIEEZROE E

LE BEITI3ER - U—EXNTROY - TO&SHS(ICRIASN3 T &&MIE
IR, BBEDOREEMIFICEBHET,

2. REDORES

LHORER(E. YRO> - TOEEESHREXEHIRMEMICH IS DIERREE AL
BDO. CORREICEARBMNDIERN (CENDEAHET,

3. ¥RO> - TOERMES(ICHRBIVURIDIFE. Fill. KR

LHE, TURIOR— - 7O—F] ([CED=, #t93mm - H—EX>, BBl
ke, EWS|(C/RDE - s, BEEOBMEDOU A TZEELL. vxRO> - TO&SH
BUROEREITDEEBIC. BFESNIEYURTDOEAT )L — T \OFEE DMl %
U\, ZOFERICEDSE, URUZERSE3EURBEZBEUEY.

4. BAEEEEH

Lt (E. BRESEF(CEDVWEARAEREOFHREEEML. BEZARSOHIE®
BYRBEEEIRELRSCRGENEREEIRZTDCE T, fIHNREPRIHESNB L%
SONEYIREERE & OGS |BIROYBR(CESHET,

5. EDUVLEBIOETE=ZSVU>D LEH

LtiE. BOUWEB|ZREANT D IOIOEY)REEI TS > d%=FEmUET ., 5FH
UULES|ZRAIUIE &S (3. BREEEMREADRBREZITVET,

6. E5 - EBRSDOREF

Lk, RO - TOBESMEEWERICEHT IELE - RS ERBREDEHCEDSE
ICREFELULET,

7. ITSRAFLDERET—HER

L, RO - TOBEEHESHROEEALDODZEEDBENS, IT AT LDE
BICEDEDEEBIIC, @) —YBB(CBHET,

8. iR oE

L(E. RO - TOBESHSHRDIZHDEEERR(CDINT, FEIM(CIRIES KUN
HEEEIR S NCHMPBERZ 1TV, MG RERADWE (CBHFE T, F/o. FFRIChE



DAY ROY - TOEEMSCHRASND T EDRNELDS. BEEROMEZR
NEY,

9. 1EERSDIHE

HiE. YxRO> - TOESHSHRICEADDEEDEIMEN TDEE(CIH U 28T
% BEMEFZET DD, MEFZBL T - BEZROHDZE(CBHFET,

2022 3 H 4 BA#IE



